
RISK MANAGEMENT

Amidst the challenges of 
an uncertain and evolving 
business environment, it is 
imperative to have in place 
a robust framework that 
systematically assesses the risks 
to our business, both external 
and internal, along with 
stringent measures to address 
them effectively. 

Our rigorous assessment process allows 
us to pinpoint risks and gauge their 
significance, reduce their effect, and 
equip us to adapt and create a secure 
and stable business climate, to construct 
our future. We have incorporated a 
comprehensive and holistic enterprise-
wide risk management (ERM) 
framework that unites external best 
practices and our strategic objectives 
while keeping our stakeholders’ values 
and interests in mind.

Holistic Risk Management Process
Our Board of Directors drives our 
risk management process, through the 
risk committee (consisting of board 
members) and ERM team, to create a 
collaborative process with three lines 
of defence – risk appetite, KRIs, and 
internal and external information. 
Our risk principles are reinforced by 
risk appetite statements that are tailored 
to our strategic objectives and business 
context, which are operationalised 
through our ongoing risk monitoring. 

We have adopted a comprehensive 
approach to identify and evaluate 
both process/ operational risks and 
enterprise-wide risks, assessing and 
prioritising each risk based on an impact 
and likelihood matrix vis-à-vis our 

risk appetite and KRIs performance. 
All risks and their mitigation plans 
are identified, monitored, and 
communicated across all levels of the 
organisation to create a holistic risk 
profile and provide organisation-wide 
visibility. 

To further enhance our risk processes 
and maturity, we are actively 
implementing practices to develop 
our internal control environment and 
integrate risk management principles 
into our daily operations. The ERM 
team remains dedicated to the 
systematic implementation of our ERM 
framework and engages with the first 
line of defence to ensure that risks are 
managed proactively.

The Risk Management Process

Functional / Process Risks

ERM Key business risks 
identified with leaders

Objective criteria to analyze 
and report critical risks 
supported with management 
discussions

Reinforced with 
analysis of external and 

internal information

Horizon scanning 
to identify key 
emerging risks
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Data driven deep dive 
analysis of critical risks 

and KRIs

Comprehensive risk process across the 3 lines of defense – Considers risk 
appetites, KRIs, and, internal & external information.

Supported with 
portfolio views and 
trajectory analysis

ERM/ Key Business Unit Risk

Critical Enterprise Risks 
Reviewed by Risk Committee

Key risks and mitigation

Key risks Risk description Mitigation strategy

Market 
Cyclicality

Unable to identify and 
respond to changing 
market dynamics

Emaar reviews its business unit and geographical location strategies and 
continuously scans for potential market/ economic events that can negatively 
impact its businesses. It monitors business performance across its portfolio on 
a regular basis and where necessary, it takes agile risk-informed decisions to 
realign its business and strategic trajectory vis-à-vis changing trends.

The risk management process includes research-driven horizon scanning 
exercises to identify and mitigate any material adverse events. Further, 
Emaar maintains adequate liquidity to ensure that any adverse events can be 
successfully managed.
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Access to 
liquidity

Unable to maintain 
adequate levels of liquidity 
to support Group 
operations and strategic 
ambitions

Emaar utilises liquidity monitoring and management controls to ensure that 
the Group has continuous access to capital. This includes maintaining an 
investment grade rating, earmarking cash against project development costs, 
and ensuring active lines of credit with reputable financial institutes.

Further monitoring processes are embedded to ensure that changes in the 
group’s liquidity profile are timely identified and mitigated.
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Operational Risk 
and Hazards

Failure to provide 
an environment that 
promotes health, safety, 
and well-being impacts 
our ability to achieve 
our corporate and social 
responsibilities

Emaar is committed to the health, safety, and well-being of our people. 
Through various initiatives that target both physical safety and health & well-
being, we empower our people to operate at a consistent standard across all our 
operations.

Page 70 

Technology Failure of cyber 
resilience and defence 
systems. Leakage, 
misappropriation, or 
unauthorised storage of 
data.

Physical and data security continue to be key focus areas globally. Emaar 
invests in preventative technology, continuous assessment and testing of IT 
controls, and education of employees to achieve a sustainable security culture.
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Talent & People 
management

Inability to attract, retain 
and upskill key talent 
necessary to deliver 
strategic objectives; or 
lack of scalable processes 
to support predictable 
growth.

To deliver the desired level of performance, Emaar continues to invest 
in growing core capabilities through active talent recruitment, people 
management through effective engagement, and professional development, 
especially of key/ high calibre employees. 

Emaar’s talent strategies focus on attracting, retaining, and growing the best 
people. 

Emaar’s processes are designed to be consistent, scalable & effective, and are 
supported by applicable systems and technologies.
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Regulatory 
Compliance

Failure to actively comply 
with internal and external 
regulations

Emaar has embedded compliance controls throughout its operational and 
strategic processes.

It has further developed a multi-tiered governance structure, with established 
board-nominated committees and policy documentation. Ongoing compliance 
is monitored by the Audit Committee, Compliance Officer, Internal Audit, 
and Legal teams.

It also continuously scans legal and regulatory environments to identify any 
material changes that could negatively impact its businesses. It takes timely 
pre-emptive actions to align its businesses, processes, and systems to ensure 
effective compliance.
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